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Personal Information Protection Policy

JRF Global Capital Investments Co., Ltd. ("the Company" or “we”) will do its utmost to
protect personal information, individual numbers, and specific personal information
(hereinafter, individual numbers and specific personal information are collectively referred
to as "specific personal information, etc."). Further, please note that “Handling of Personal
Information” and “Disclosure of Retained Personal Data”, that follow this Policy, should
also be read in conjunction with this Policy.

(1) The Company will comply with laws and regulations, national guidelines, and other
standards regarding the handling of personal information and specific personal
information, etc.

(2) The Company will acquire personal information and specific personal information, etc.
appropriately. In addition, except as provided by law, we will specify and notify or
announce the purpose of use.

(3) When handling personal information, the Company will use it within the scope of the
purpose of use specified by the Company, and we will use specific personal
information, etc. only within the scope of the purpose of use specified by laws and
regulations. In addition, we will take measures to prevent the handling of personal
information beyond the scope of the purpose of use (unintended use).

(4) Personal information registered with the credit information agency with which the
Company is affiliated will be used for the purpose of carrying out appropriate
transactions.

(5) The Company will educate all officers and employees who handle personal information
and specific personal information, etc. to understand the importance of protecting that
information and to handle it appropriately.

(6) Except as provided by law, we will not provide personal information to third parties
without the prior consent of the individual. Furthermore, except as required by law, we
will not provide specific personal information, etc. to third parties.

(7) If we outsource the handling of personal information and specific personal information,
etc. to an external party, we will properly supervise the outsourcee (including
subcontractors and subsequent parties) to ensure safe management.

(8) We will strive to prevent and correct unauthorized access, loss, destruction,
falsification, and leakage of collected personal information and specific personal
information, etc., and will implement appropriate safe management measures.
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(9) We will establish procedures including handling of the disclosure and correction of
personal information and specific personal information, etc.

(10) We will regularly conduct audits regarding the acquisition, use, and provision of
personal information and specific personal information, etc., and will make every effort
to appropriately practice the contents of this declaration.

Supplementary Provisions
Established on October 31, 2022

Contact for inquiries regarding personal information
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JRF Global Capital Investments Co., Ltd.

7F Hamamatsucho Suzuki Building,

1-2-11 Hamamatsucho, Minato-ku, Tokyo 105-0013
Personal Information Protection Manager,

TEL: 03-6450-1133 FAX: 03-6450-1185

E-MAIL: privacy@jrfgcapital.com

Handling of Personal Information

Atrticle 1: Definition of personal information

As part of our commitment to protecting personal information, the Company (or “we”)
hereby disclose our handling of personal information, including the content that should be
known by the individual, as well as our handling of personal information, individual
numbers, and specific personal information.

(1) "Personal information" refers to information about a living individual that can be used
to identify a specific person, such as a name, date of birth, or other description
contained in the information, or information that includes a "personal identification
code."

(2) "Personal identification code" refers to any of the following, as specified by
government ordinance and other regulations.

(D Data representing physical characteristics of a person that has been processed to
enable computer recognition.
<Example> Facial, vein, voiceprint, or fingerprint recognition data, etc.
@ Official numbers assigned by national or local governments, etc. to individuals
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<Example> Driver's license numbers, passport numbers, and individual numbers
(commonly known as “My Number™), etc.

(3) "Individual number" (commonly referred to as "My Number") means a number derived
from converting a resident record code and designated for identifying individuals.

(4) "Specific personal information" refers to personal information that includes the
"individual number" mentioned above. ("Specific personal information, etc."
collectively refers to the "individual number" and "specific personal information.")

(5) "Sensitive information" refers to information defined as sensitive under Article 5,
Paragraph 1 of the "Guidelines for Personal Information Protection in the Financial
Sector." This includes “sensitive personal information” as defined in the Personal
Information Protection Act, as well as information regarding labor union membership,
lineage, registered domicile, health care and sexual life. However, it excludes
information publicly disclosed by the individual, government institutions, local
authorities, or academic research institutions, etc., as well as information that is clearly
observable or identifiable through visual inspection or photography of the individual.

Article 2: Purpose of Using Personal Information
The Company shall use personal information in the business activities below (1) to the
extent necessary to achieve the purpose of use below (2).

(1) Our business
(D Financial instruments business (financial instruments structuring business, financial
instruments sales business) and associated business
@ Money lending business (loan business, receivables management business) and
associated business
(3 Management consulting business and associated business

(2) Purpose of Using Personal Information
[Common to the Whole Company]

(D For us to provide services (referring to financial instruments business, money lending
business, and other services provided by the Company) and associated services
(collectively, "our services"), and to provide notices and other information regarding
the start, update, and termination of the services.

(2 To determine the suitability and appropriateness of financial products and our
services based on the suitability principle and related considerations

(3 To verify identity in compliance with the Criminal Proceeds Transfer Prevention Act
and to confirm eligibility for using financial products and our services.
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To provide our services and related maintenance and support

To report the status and result of transactions after using our services

To provide proposals for marketing activities and notifications about services offered
by our company and other companies via email and other methods

@@®

To use for marketing, research, and analysis activities to improve quality and enhance
our services

To respond to inquiries and other communications addressed to the Company

To address acts of violating these Terms and other policies regarding our services

To notify changes to this Policy as well as other important notices

To identify and manage various risks necessary for the management and business
operation of the Company or its affiliate companies.

To execute transactions appropriately and smoothly

®e0E Q

®

[Pertaining to the Money Lending Business]|

For making credit determinations

For managing credit after its extension

To maintain records of transactions, negotiation processes, and other relevant facts
To preserve, manage, modify, and exercise rights related to credit extension and post-
credit rights

To exercise rights and fulfill obligations under contracts and applicable laws

To conduct investigations regarding repayment capacity or ability to pay

To verify the location of borrowers using domicile information

To utilize for disposing of assigned receivables after the credit extension and for
receiving collateral through the assignment of receivables

To provide information to personal credit information agencies

@R ®OOE
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Article 3: Purposes of use of specific personal information
We will use specific personal information, etc. to the extent necessary to achieve the
purposes of use of specific personal information described below. When acquiring specific
personal information, etc. directly written in a document or entered to a screen, we will
clearly state the purpose of use in advance (except when the law expressly provides that
such indication is not necessary). When acquiring specific personal information, etc.
directly by other means, or when acquiring specific personal information, etc. indirectly
from a person other than the individual, we shall use it within the scope necessary to
achieve the purposes of use listed below.

(D For the purpose of preparing statutory documents related to financial instruments
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transactions, such as payment reports submitted to the tax offices

Article 4: Changes to the Purpose of Use of Personal Information

We may revise the purpose of use for personal information specified in the previous article,
provided the new purpose is reasonably deemed to be related to the original purpose. In the
event of such a change, we will notify or disclose the updated purpose through a method
separately specified by us.

Article 5: Restrictions on the Use of Personal Information

Except as permitted by the Personal Information Protection Act and other laws and

regulations, we will not handle personal information beyond the scope necessary to achieve

the purpose of use set out in Article 2 without the consent of the individual. However, this

does not apply in the following cases:

(1) When required by law

(2) When necessary to protect the life, body or property of a person, and it is difficult to
obtain the consent of the individual

(3) When it is particularly necessary to improve public health or promote the healthy
development of children, and it is difficult to obtain the customer's consent

(4) When it is necessary to cooperate with a national institution, local government, or a
person commissioned by them to carry out business prescribed by law, and obtaining
the consent of the individual may hinder the performance of the business

Article 6: Regarding Sensitive Information

(1) We will not acquire, use, or provide to a third party any sensitive information, except in
cases falling under the exceptions set out in Article 5 of the "Guidelines for Personal
Information Protection in the Financial Sector" (the "Guidelines").

(2) When the Company acquires, uses, or provides to a third party sensitive information in
accordance with Article 5 of the Guidelines, the Company will handle such information
with particular care so as not to acquire, use, or provide to a third party deviating from
the exceptions set forth in Article 5 of the Guidelines.

Article 7: Appropriate Acquisition of Personal Information
The Company will acquire personal information appropriately, without using false or other

illegal means. The personal information acquired will be as follows:

(1) [Matters related to financial instruments business]
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(D Name, date of birth, sex, address, telephone number, nationality, email address, place
of employment, information for determining suitability, financial institution account,
individual number or corporate number (as stipulated in the Act on the Use of
Numbers to Identify Specific Individuals in Administrative Procedures (Act No. 27 of
2013, including subsequent amendments)) that you have notified us

@ Information related to identity verification under the Criminal Proceeds Transfer
Prevention Act

@ Information registered by the individual on our website or applications provided by
the Company

@ Information regarding various inquiries to the Company

(® Any other information provided to the Company

(2) [Matters related to money lending business]|

(D Name, date of birth, sex, address, telephone number, domicile, spouse information,
family information, parental information, email address, place of employment, date
of joining, date of graduation, employment status, insurance card type, financial
institution account and mailing address for documents and other information notified
to us pertaining to the transaction.

@ Credit decision results related to the transaction, contract date, contract number, card
number, loan limit, contract amount, payment method, payment due date setting
method, payment due date, etc.

@ Information related to the contract, such as the balance amount, transaction history,
repayment status, etc.

@ Information on assets, liabilities, income, expenses, etc. obtained to investigate
repayment ability

(® Personal credit information registered with affiliated and partner institutions, etc.

©® Information related to identity verification under the Criminal Proceeds Transfer
Prevention Act (including information written on documents verifying identity such
as driver's licenses), information written on documents verifying income such as pay
slips, income certificates, and tax returns (including employee information), and
information written on documents verifying the use of funds such as quotations and
purchase orders

(@ Image, audio, and other information captured by the Company using video cameras,
voice recorders, etc.

Information written on documents issued by public institutions such as copies of
resident registration certificates and copies of family register attachments obtained by
the Company from public institutions
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Article 8: Safe Management of Personal Information
(1) We will take appropriate measures to keep personal information accurate and up to date.

(2) We will take appropriate information security measures, such as measures against
unauthorized access and computer viruses, to prevent the loss, destruction, falsification,
and leakage of personal information.

(3) We will regularly educate our officers and employees to ensure the safe management of
personal information and provide necessary and appropriate supervision. In addition, if
we entrust all or part of the handling of personal information to a third party, we will
provide necessary and appropriate supervision to ensure the safe management of
personal information at the entrusted party.

Article 9: Shared Use of Personal Data

(1) In order to achieve the purpose of use and provide better services, we may share the
personal information we have acquired with our group companies, business partners,
and cooperating companies.

(D The items of personal information jointly used between the Company and other JRF

Group companies are as follows:

Name, gender, date of birth, address, telephone number, email address, place of

employment, contract details, contract property details, transaction history, etc., and

other items necessary to achieve the purpose of use described in (2) below.

Personal information obtained directly from the individual is information that we

obtain directly from the individual, typically obtained in the form of consent forms or

consent documents, and on the website for which consent by the user is obtained

when consent confirmation buttons are clicked.

(Scope of joint users)
The JRF Group companies ("JRF Group companies") are as follows. Such JRF Group
companies are subject to change.

JRF Group companies:
Japan Remit Finance Co., Ltd.
3F Modulo Hamamatsucho Building, 1-2-15 Hamamatsucho, Minato-ku, Tokyo
Tel. 03-5733-4337

JRF Intelligence Co., Ltd.
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(2) We list the purposes of shared use D to (D below. Personal information we have
acquired is, being the individual’s right, ready to be disclosed to the individual without
delay if required. For details, please see “Disclosure of Retained Personal Data” that
follows. (For exceptional matters, we may not be able to disclose some or all of the
information to be disclosed.)

(D Use of personal information acquired through services provided by JRF Group

companies

For example, when a member registered with a JRF Group company uses our
services, the user authentication information and acquired member information are
automatically displayed on various screens at the time of login and after login,
improving convenience for JRF Group customers.

Use of personal information acquired by our company when conducting transactions
with JRF Group companies

JRF Group companies use personal information acquired by our company when
making reservations for products or services, purchasing, prize competition and other
transactions, delivering products, providing services, making payments, responding
to inquiries, inquiries from JRF Group companies, providing related after-sales
services and other transactions with our customers, improving efficiency.

Use for advertising and marketing by the JRF Group companies

* Providing information such as various e-mail magazines to JRF Group companies
* Providing information about JRF Group services via e-mail, post, telephone, etc.

* Providing content and advertisements provided by JRF Group companies according

to attributes such as gender, age, place of residence, hobbies/preferences, browsing
history of websites operated by JRF Group companies, and purchase history

* Analyzing usage of services of JRF Group companies, developing new services, and

improving existing services

* Responding to inquiries for the purpose of sending lottery tickets and prizes for

surveys, campaigns, prize competitions, etc., and to contact the Applicant in relation
to these.

* Responding to inquiries from JRF Group companies by email, post, and telephone

@ Job offers and recruitment
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» Using personal information such as resumes and CVs submitted by those seeking
employment at JRF Group companies for the JRF Group's recruitment activities
(® Use for other incidental cases in the course of business
(6 Uses necessary for the provision of services by JRF Group companies related to (D
to & above
(D Other personal information held by the Company may be used for purposes other
than O to ® above for each service provided by JRF Group companies. In such
cases, we will post a notice to that effect on the website of the service provided by the
JRF Group company.

Article 10: Provision of personal information to third parties

(1) We will not provide personal information held by us to third parties without the
customer's consent. However, this does not apply when entrusting to a third party, when
taking over a business due to a merger or other reasons, when sharing personal
information, and in the following cases:

(D When required by law

(@ When necessary to protect the life, body, or property of an individual, and it is
difficult to obtain consent

(@ When it is particularly necessary to improve public health or promote the healthy
development of children, and it is difficult to obtain the consent of the relevant
parties.

(@© When it is necessary to cooperate with a national institution, local government, or
these institutions in the performance of affairs prescribed by law, and obtaining the
individual's consent may hinder the performance of the affairs.

(® When it is necessary to handle the personal data for academic research (including
cases where part of the purpose of handling the personal data is for academic
research, and excluding cases where there is a risk of unjustly infringing on the rights
and interests of individuals.)

(2) In accordance with the information security standards, we have established an
information security system to handle personal information strictly, and have concluded
a contract with the entrusted party to carry out appropriate security management. We
may entrust the handling of personal data for the following operations.

(Examples of entrusted operations)

(D Procedures for sending documents related to various procedures
(2) Operations related to sending direct mail

(3 Operations related to system operation and maintenance

(4) Operations for receiving customer inquiries
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(3) Provision of personal information to third parties in foreign countries
We will not provide personal data held by the Company to third parties in foreign
countries.

Article 11: Retention period and disposal of personal information
Personal information entrusted to us will be retained for the statutory retention period. After
that, we will dispose of the data and dispose of it strictly.

Name of the business that handles personal information and personal information
rotection manager
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JRF Global Capital Investments Co., Ltd.

7F Hamamatsucho Suzuki Building, Hamamatsucho, Minato-ku, Tokyo 105-0013
Personal information protection manager

TEL: 03-6450-1133 FAX: 03-6450-1185

E-MAIL: privacy@jrfgcapital.com

Date of enactment: November 30, 2024

Disclosure of Retained Personal Data

The Company will process disclose and correct personal information and specific
personal information, etc., as described in the "Personal Information Protection Policy"
Item (9), in accordance with the following procedures.

1. Request for disclosure, etc. of retained personal data

Disclosure of retained personal data includes disclosure of retained personal data as
stipulated in the Act on the Protection of Personal Information (the "Personal Information
Protection Act"), as well as disclosure of retained personal data; notification of purpose of
use; correction, addition, or deletion of retained personal data; and suspension of use,
erasure, or provision to third parties of retained personal data, as stipulated in
JISQ15001:2017.

The personal information subject to such request is limited to personal information the
Company has the authority to disclose.

(1) Contact for making a request for disclosure, etc.
Requests for disclosing retained personal data should be made directly to our Personal
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Information Consultation Desk. The following sections (2)-(5) outline the procedures
for submitting disclosure requests to our personal information consultation desk.

(2) Documents to submit when requesting disclosure, etc.
Please complete the 'Request for Disclosure of Retained Personal Data' form,
specifying necessary details such as: Disclosure of retained personal data, Notification
of purpose of use, Correction, addition, or deletion of retained personal data, and
Suspension of use, erasure, or suspension of third-party data sharing. Submit the
completed form to our Personal Information Consultation Desk by postal mail. You can
obtain the form by directly contacting us.

(3) For requesting disclosure of retained personal data and notifying the purpose of use
A fee of 1,200 yen (including consumption tax) will be charged for each request for
disclosure of retained personal data or notification of purpose of use. When mailing the
disclosure request or purpose of use notification request, please enclose stamps or a
postal money order for 1,200 yen.

"Postal money orders” can be issued at post offices. Please note that the fee for

issuing a postal money order will be at the customer's expense.

(4) Eligibility to request a disclosure, etc.
The following parties are eligible to request disclosure:
- The data subject (the individual who can be identified by the personal information in

question)
- A representative (either: a) A person authorized by the data subject through a power
of attorney, or b) A legal representative such as a parent or legal guardian)

(5) Documents for Verifying Identity of the Data Subject or Representative
When submitting a disclosure request, you must provide documents to verify the
identity of the requester as the data subject or an authorized representative.

(D If the requester is the data subject, please provide one of the following:

a. A copy of one of: My Number card, driver's license, passport, and residence card

b. Two documents in total of:

One original resident's certificate (created within three months) , and one copy of
either Health Insurance Card, National Profession Certification, Student ID, or
Student Handbook

@) If the requester is a representative:
a. Either of the documents from (D above, plus:
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A power of attorney from the data subject. (The power of attorney must:
- Bear the data subject's official seal.
- Be accompanied by a seal registration certificate.
- If the representative is a legal guardian, provide documentation proving the
relationship to the data subject.)
b. For qualified professionals (e.g., lawyers):
- State the professional occupation and registration number

2. Other Provisions

We may modify our personal information protection policy and disclosure procedures
without prior notice in order to further enhance our personal information protection efforts,
or respond to changes in laws, regulations, or other normative standards.

3. Complaints, consultations, and inquiries regarding personal information protection

For any questions, concerns, complaints, or other inquiries regarding our personal
information protection practices, please contact our Personal Information Consultation
Desk.

Name of the business entity handling personal information and personal information
protection manager
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JRF Global Capital Investments Co., Ltd.

7F Hamamatsucho Suzuki Building, Hamamatsucho, Minato-ku, Tokyo 105-0013
Personal information protection manager

TEL: 03-6450-1133 FAX: 03-6450-1185

E-MAIL: privacy@jrfgcapital.com

Date of enactment: December 10, 2024




